
 Install the OTCnet Local Bridge (OLB) Certificate 
The Check Capture Administrator (CCA), Check Capture Supervisor (CCS), Check 
Capture Lead Operator (CCLO), Check Capture Operator (CCO), Card Administrator 
(CA) and Card Operator (CO) are authorized to download the OTCnet Local Bridge (OLB) 
certificate. 
 

Application Tip  

If installing OLB version 1.3.0 and newer, the file contains the OLB 
application installer file (EXE file) and the certificate. You do not need to 
separately install the certificate.  

For OLB version 1.2.0 and older the certificate is not included in the OLB 
installer file and the certificate must be separately installed on the 
workstation. A CCA, CCS, CCLO, CCO, CA or CO can install the OLB 
certificate on the workstation. The certificate must be installed on the 
workstation for the OLB application to function with OTCnet. The OLB 
application is downloaded as a zip file.  

For details on downloading the OLB refer to the Download the OTCnet 
Local Bridge (OLB) Application printable job aid in this User Guide. For 
information about all OLB system prerequisites, refer to the OTCnet 
System Requirements and Reference Guide at: 
https://www.fiscal.treasury.gov/files/otcnet/OTCnet-SysReq.pdf. 

 
To install the OTCnet Local Bridge (OLB) certificate, complete the following steps: 
 

1. Locate the folder where the OLB certificate file (i.e., olb.otcnet.public.crt) resides, and 
double-click the file. Note: The older versions of the OLB package contain a certificate 
file with the “.cer” extension.  

 
2. The Certificate dialog box appears. Click Install Certificate.  

 
3. The Welcome to the Certificate Import Wizard dialog box appears. Click Next. 

 

Application Tip 
Click Cancel to cancel installing the certificate. 

 
4. The Certificate Store dialog box appears. Click the Place all certificate in the following 

store radio button.  
  



 

Application Tip 
Click Cancel to cancel installing the certificate. Click Back to return to the 
Welcome to the Certificate Import Wizard dialog box. 

 
5. Under Certificate Store, click Browse.  

 
6. The Select Certificate Store dialog box appears. Select the Trusted Root Certification 

Authorities folder and click OK. 
 

Application Tip 
If you click Cancel, the Select Certificate Store dialog box closes. The 
Certificate Store dialog box remains open. Click Cancel again to cancel 
installing the certificate. 

 
7. Click Next. 

 

Application Tip 
Click Cancel to cancel installing the certificate. Click Back to return to the 
Welcome to the Certificate Import Wizard dialog box. 

 
8. The Completing the Certificate Import Wizard dialog box appears. Click Finish.  

 

Application Tip 
Click Cancel to cancel installing the certificate. Click Back to return to the 
Certificate Store dialog box. 

 
9. After The import was successful message appears, click OK.  

 


